**云南旅游职业学院关于召开主题安全班会的通知**

**各二级学院、各班：**

为切实做好我学院年终岁末安全工作，结合属地派出所通报的相关案情，学院保卫处报请分管校领导批准，要求各班召开主题班会，学习相关内容并上报召开主题班会的痕迹材料。

**学习内容**

一、近斯发生在我学院的电信诈骗案件情况

二、年终岁末学生易发安全隐患提示

**要求**

各二级学院、各班本周内及时召开主题班会，将学习内容传达到每一名同学，保卫处要收集主题班会的照片资料，作为检查依据，同时作为各二级学院年终治安综合治理考核的一项评分内容。
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相关内容附后（共2个附件）

附件一

**近斯发生在我学院的电信诈骗案件情况**

案例一：

2019年11月17日,我学院学生赵XX看到之前在抖音上添加的微信好友(DTVHHK)发的朋友圈内容, (DTVHHK)要把50万元人民币发给朋友圈所有的人,是按转账520元返利6000元,转账999元返利1万元, 赵XX轻信后,于2019年11月17日通过其微信扫码向对方分别转了账520元两次、666元一次。

2019年11月19日, 赵XX的手机上添加的微信好友(lihao2483)推荐给了赵XX充值300元三倍返利的活动, 赵XX轻信后,于2019年11月19日,通过其微信扫码向对方转了账300元。 赵XX转了300元后意识到有诈, 赵XX申请退款,对方称赵XX的微信钱包余额得大于2000元才能退款,如需退款要添加了另外一人QQ。赵XX按要求添加了QQ号。

直到2019年11月17日下午16时，赵XX不仅没有收到(DTVHHK)的任何一笔返利,也没有收到三倍返利活动的退款。赵XX意识到有诈,遂到派出所报案。损失:人民币2006元。

**作案手段:网络交友诱导转账翻倍返利活动诈骗。**

案例二

2019年11月18日, 我学院学生许XX在QQ空间里看到一条低价销售手机的说说。许XX欲购买Phone11pro手机,并添加了客服的QQ并询问了价格,通过询价许XX决定购买卖价价值人民币1188元的Phone11promax手机。许XX立即通过微信扫码向对方转账300元人民币作为定金，此后又向对方分别转了账300元、588元作为尾款。此后，许XX按照客服的要求,又通过微信扫码向对方分别转了账500元、900元作为激活费用、出厂费用。最后,客服提出还得再转一笔活动登记费用才能发货,许XX又通过微信扫码向对方转了账1600元作为活动登记费用。许XX转完1600元后,对方称还得再转2000元的财物审理费用。许XX意识到有诈,没有再转,许XX申请退款,对方所谓的客服刚开始让许XX等待处理,可是,到了最后,对方就直接不予回复。许XX发现被骗，于2019年11月19日到派出所报案。损失:人民币4188元。

**作案手段:网络低价销售手机诈骗。**

案例三

  2019年11月19日, 我学院学生黄XX有看到QQ好友发的低价销售品牌运动鞋的说说。黄XX于2019年11月19日通过微信扫码5次向对方转账人民币600元。黄XX要求出具发货单据后，对方就不予回复了。黄XX意识到有诈,遂于2019年11月19日晚间到派出所报案。损失:人民币848元。

**作案手段:网络低价销售品牌产品诈骗。**

案例四

   2019年11月1日，我学院学生张XX经微信好友介绍,欲购买一张电子购物卡, 张XX通过微信以零钱支付的方式转账800元人民币。对方称还得再购买一张900元人民币的电子购物卡才能消费。张XX申请退款未果。此后,张XX发现其之前购买的那张800元的电子购物卡已经被消费。张XX通过微信多次询问对方都不予回复。张XX发现被骗，于2019年11月3日到派出所报案。损失:人民币800元。

**作案手段:网络销售电子购物卡诈骗。**

附件二

**年终岁末学生易发安全隐患提示**

时至年终岁末，为确保学院安全稳定和广大同学的切身利益不受侵害，学院保卫处根据历年工作中的经验，针对年末、冬季易发生的盗窃、火灾等安全隐患，特向广大同学做出以下安全提示：

**一、防盗：**（1）养成随手锁门的好习惯。（2）不要留宿外来人员。（3）发现形迹可疑的人员应及时通报宿舍管理人员或学院保卫人员。（4）身上不携带大量现金和贵重物品，现金存入银行，不将设置密码告诉他人。发现银行卡丢失，立即到银行挂失。（5）笔记本电脑、手机等贵重物品随身携带，妥善保管。不易携带时，应锁在宿舍衣柜内，切记不要乱扔乱放。书包内有贵重物品时，不要用书包在教室、食堂等地占座位。

**二、防火灾：**（1）切勿购买或使用大功率电器（如电磁炉、电热棒、电热水壶等），造成短路，引起火灾。（2）寝室内严禁私自拉乱结接电线。（3）离开宿舍必须关闭电灯、电脑等各类电器的电源开关。（4）离开宿舍手机、充电电池、剃须刀等各类充电电器不得继续充电。

**三、防电信诈骗：**同学们不要轻信各种来历不明的电话、短信信息，凡涉及到向陌生人陌生账户转账汇款时要跟家长、老师或同学交流，鉴别真伪，避免自身财产遭受不法侵害。

**四、防非法宗教、邪教：**提高宗教本质认识水平，了解党的宗教政策，认清邪教面目，认识邪教危害，提高对邪教组织的鉴别力和防范能力。

**五、防传销：**树立正确的人生观、价值观、就业观，认清传销的违法犯罪性质、欺诈本质和严重危害，提高识别能力，增强防范意识，自觉抵制传销，防范传销活动进入校园。

**六、防校园网贷风险：**1.树立起正确的价值观，不攀比。2.不轻信各种贷款信息，远离校园网贷。3.远离、拒绝各种未经学校许可的校园贷款。4.发现身边同学准备进行校园网贷或正经受校园网贷的侵害时，请及时联系班主任。

附件三

**上报召开主题班会的痕迹材料的要求及内容**